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1
Decision/action requested

It is proposed to discuss the proposal and agrre on the way forward so that CRs can be produced.
2
References

None.
3
Rationale

Contribution S5-191259 discussed how the FQDN of a MnS can be constructed from the DN prefix of that MnS. Besides the construction of a FQDN of a MnS it is also desirable to construct to URI from the DN.

This discussion paper describes an approach for the DN to URI mapping.
4
Detailed proposal

4.1
Introduction

When the FQDN is built according to this rule, then it is possible to construct the URI for a given DN. This mapping process is described in detail in this contribution. 

Before we look into details of this mapping process let’s quickly review the URI concept.

4.2
Uniform Resource Identifier (URI)
Clause 2.7.1 of [RFC 7230] defines the "http" URI as follows:

"The "http" URI scheme is hereby defined for the purpose of minting identifiers according to their association with the hierarchical namespace governed by a potential HTTP origin server listening for TCP ([RFC0793]) connections on a given port.

http-URI = "http:" "//" authority path-abempty [ "?" query ][ "#" fragment ]

The origin server for an "http" URI is identified by the authority component, which includes a host identifier and optional TCP port ([RFC3986], Section 3.2.2). The hierarchical path component and optional query component serve as an identifier for a potential target resource within that origin server’s name space. 

If the host identifier is provided as an IP address, the origin server is the listener (if any) on the indicated TCP port at that IP address. If host is a registered name, the registered name is an indirect identifier for use with a name resolution service, such as DNS, to find an address for that origin server."
4.3
DN to URI mapping process
The MnS consumer wishing to map a DN to a URI needs to know the FQDNs of the MnS producers exposing the resources the MnS consumer wishes to access.

In case the MnS consumer has no knowledge of the FQDNs for the available MnSs, it is also possible to derive all possible FQDN and URIs from the DN, since there is only a limited set of possible URIs associated to a given DN. However, there is no guarantee that all FQDNs can be resolved into an IP address.

In case FQDNs of available MnSs are known to the MnS consumer, the mapping rule is as follows:

Compare the FQDN to the left part of the DN and identify the part of the DN that has no equivalent in the FQDN. This part is used - after reformatting - as path component of the URI. The FQDN is used as authority component of the URI. 
The required reformatting is replacing the comma (",") between the RDNs with a slash ("/").

In case FQDNs of available MnSs are not known to the MnS consumer, the mapping rule is as follows:

Construct from the DC component of the DN a first FQDN and use it as authority component. From the rest of the DN the path component is built.

Construct from the DC component of the DN and the first “normal” RDN a second FQDN and use it as authority component. From the rest of the DN the path component is built.

Construct from the DC component of the DN and the first two “normal” RDNs a third FQDN and use it as authority component. From the rest of the DN the path component is built.

Continue like this until the RDN built with "managedElement" is the leftmost part of the path component.

After constructing the set of possible FQDNs of MnSs, construct the path component as described above.

Let’s look at an example. Assume a MnS consumer has the following DN for a MOI it wishes to contact

DN = "DC=operatorA.com,subNetwork=south,managedElement=a,eNBFunction=1,cell=1"

Assume also the MnS consumer knows the FQDN of one MnS producer where the MOI can be accessed

FQDN = "operator.com"

With the DN and FQDN the MnS consumer can construct the URI of the HTTP resource representing the MOI it wishes to contact:

URI = "http://operatorA.com/subNetwork=south/managedElement=a/eNBFunction=1/cell=1"

In this example local root, DN prefix and LDN on the MnS producer are as follows:

Local Root = "subNetwork=south"

DN prefix = "DC=operator.com"

LDN = "subNetwork=south,managedElement=a,eNBFunction=1,cell=1"

Let’s look at another example. The DN is the same

DN = "DC=operatorA.com,subNetwork=south,managedElement=a,eNBFunction=1,cell=1"

but the FQDN is now

FQDN = "subnetwork=south.operator.com"

Then the URI is

URI = "http://subNetwork=south.operatorA.com/managedElement=a/eNBFunction=1/cell=1"

In this example local root, DN prefix and LDN on the MnS producer are as follows:

Local root = "managedElement=a"

DN prefix = "DC=operator.com,subNetwork=south"

LDN = "managedElement=a,eNBFunction=1,cell=1"

It is also possible to add additional path segments to the URI after the authority part, for example

http://operatorA.com/3GPPNMO/ProvMnS/subNetwork=south/managedElement=a/eNBFunction=1/cell=1

http://subNetwork-south.operatorA.com/3GPPNMO/ProvMnS/managedElement=a/eNBFunction=1/cell=1

The path segment "3GPPMNO" indicates that this part is for 3GPP management and orchestration, and the path segment "ProvMnS" indicates that this path is used for the Provisioning MnS. I is also possible to add the version of the MnS as yet another additional path segment ("…/ProvMnS/v1510/…").
Additional path segments need to be agreed upon within a management system or be standardized. They need to be known to the MnS consumer wishing to construct a URI from a DN.

In a more flexible system it could be also possible to retrive the path segments to be added to the URI from some central location or from the server identified by the FQDN to which the request shall be directed.
4.4
Conclusion

The group is invited to discuss this approach for the consruction of the URI from the DN. In case the general idea is agreed, Nokia will produce appropriate CRs.
